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Plan O: Before any Intrusion Detection Mechanism is implemented - 1
If IDS not selected, perform - 2
On any existing or new hardware, perform step - 3

After Operating system and applications are installed - 4
Monitor continuously for intrusion - 5
In case of a detected intrusion - 6
Continuously Improve Policy and IDS capability - 7
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