
APPLIED COMPUTER SCIENCE

Graduate Course No - ACS-7301/3-001
Graduate Course Title - The Implementation and Impact of Peer-to-Peer Systems

Instructor Information

Instructor: Alex Brodsky Office: 3D17
E-mail: abrodsky@acs.uwinnipeg.ca Office Hours: TBA
Class Meeting Time: Monday and Wednesday, 14:30 - 15:45 Class Room: 3D06
Course Group: Email abrodsky@acs.uwinnipeg.ca to receive an invite.
Course Home Page: www.soyuz.acs.uwinnipeg.ca/~abrodsky/7301

Important Dates

1. Midterm Exam: No midterm
2. Final Exam: No final exam
3. Final Withdrawal Date w/o academic penalty: March 6, 2009

4. Other deadlines:
Assignment Project Proposal Project Presentation Project Report
February 2, 2009 March 2, 2009 April 1 & 6, 2009 April 23, 2009

Course Objectives and Learning Outcomes

Peer-to-peer systems have become cheap and effective mechanisms for tasks such as content delivery, repli-
cation, preserving anonymity. These systems are not only good representatives of the changing face of
technology but are also an excellent catalyst for addressing issues such as content ownership and protection,
privacy and anonymity, and security.

First, this course examines the foundations, implementation, and characteristics of various peer-to-peer
systems (both research and production). Students will be presented with an overview of what peer-to-peer
systems are and the context in which they exist. A variety of mechanisms used by peer-to-peer systems will
be discussed and analyzed within the context of existing peer-to-peer systems.

Second, this course examines the social issues that arise from the manner in which peer-to-peer systems
are structured and used. Issues that will be discussed include: copyright-related issues such as the Napster
and Grokster decisions; anonymity and privacy, with respect to systems such as Tor; and security-related
issues in systems such as LOCKSS.

Students will design and implement various functions of peer-to-peer systems and will analyze the tech-
nical and social consequences of their design decisions. Students will present their systems and defend the
design decisions they make.

Note to Student: This course assumes that you are comfortable with basic networking and operating
system concepts and that you are fluent in a programming language such as Java, C, or C++. In order
to gain first-hand experience in the implementation and design of peer-to-peer systems you are expected to
write a significant amount of complex code as part of your assignment and final project.
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Evaluation Criteria

1. Programming Assignment: 10%
2. Project proposal: 15%

• Selection of a topic dealing with implementation of peer-to-peer systems
• Brief (5 page) literature survey on the selected topic.

3. Paper Summaries: 10%

• 300 word summaries of the papers discussed in class posted to the course group by 5pm of the
preceding day.

• Summaries should answer the questions from “How to Read an Engineering Research Paper”,
posted on the course website.

4. Paper Discussion Participation: 10%

• Students must read and be prepared to discuss the specified papers during the lectures designated
for class discussion.

• Students must contribute to the discussion, preparing, contributing, and discussing questions
about the papers.

5. Project: 45%, entailing

• Implementation or extension of a system with respect to chosen topic
• Analysis of implementation from a technical and/or social perspective
• Written report on the implementation and analysis

6. Project Presentation (in class): 10%
7. Notes:

• Late submissions will not be accepted.
• Submissions must be done both in paper and by email.
• All submissions must be in English.
• There are no tests and no final examination in this course.
• The instructor reserves the right to adjust a student’s evaluation criteria, with the student’s

consent, if the instructor deems than an adjustment is warranted.

Required Text

No text book is required for this course. Readings will be provided from a list of research papers and articles.
Students are responsible for completing the following readings to be discussed on the specified days. The
papers are available for download on the course website:

Date Papers
January 19, 2009 [CSWH00], [AH00]
January 26, 2009 [DKK+01], [RD01b]
February 2, 2009 [RFH+01], [RD01a], [SMK+01]
February 9, 2009 [Coh03], [SBB04], [AG04]
February 23, 2009 [MRR+03], [DN93]
March 2, 2009 [DMS04], [DM06]
March 9, 2009 [Dou02], [CDG+02]
March 16, 2009 [Les01], [Les04]
March 23, 2009 [Les07b], [vL03], [Sam04], [Sam05], [Ger05, recommended]
March 30, 2009 [GWB97],[Gol02],[Les07a]
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Prerequisites

Good standing in the graduate program or approval of instructor.

Misuse of Computer Facilities, Plagiarism, and Cheating

Academic dishonesty is a very serious offense and will be dealt with in accordance with the University’s
discipline bylaw. Be sure to read Chapter VII, Section 7a of the 2008/2009 UW General Calendar.

Tentative List of Topics to be Covered

1. Introduction
• Distributed systems
• What is a peer-to-peer system
• Applications
• Design goals and issues

2. Mechanisms in Peer-to-Peer Systems
• Early peer-to-peer systems
• Distributed Hash Tables
• Routing
• Incentive-based systems
• Reputation based systems
• Computation-limited systems

3. Implementations of Specific Systems

• Napster, Grokster, Gnutella, and Freenet
• The Past, CFS, and DHASH Systems
• The CAN, Patry, and Chord Systems
• The LOCKSS System
• The Bit-torrent System
• The Tor System

4. Social Issues and Impacts

• The Internet Context
• Liability and the Internet
• The Napster and Grokster Decisions
• Anonymity and Privacy
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